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I've verified a log-in problem on my machine at home.  Every database I built before installing service pack 2 works but, without this fix, I get login failures for every database built after that installation.  Exactly what properties are causing that are hard to tell since I don't have all the SQL tools installed on my machine - I'm using msde, just like the machines in the lab.

Here is a fix that seems to work everywhere: You provide code in your asp.net application to allow ASPNET to impersonate you, e.g., use your priviledges as a windows account holder.  Here's the code for an event handler that opens an SQL database using the connection string:
connectionstring= 
workstation id=HINDENBURG;packetsize=4096;Trusted_Connection=yes;
data source="Hindenburg\netsdk";initial catalog=demologs;
persist security info=False;
Note that Trusted_Connection=yes is essential.  Here is the code for a button that causes a connection attempt:

private void Button1_Click(object sender,System.EventArgs e)

{

  TextBox2.Text = "Connection Pending";

  System.Security.Principal.WindowsImpersonationContext impersonationContext;    
  impersonationContext = 
    ((System.Security.Principal.WindowsIdentity)User.Identity).Impersonate();

  sqlConnection1.Open();

  impersonationContext.Undo();
  TextBox2.Text = "Connection Open";

}

I’ve uploaded a sample using this to: 
www.ecs.syr.edu/faculty/fawcett/handouts/CSE686/code/TestConnectons/
Here is a link to the Microsoft docs that showed how to do this:

http://support.microsoft.com/kb/306158/EN-US/
Let me know if you have problems using this solution.  I will be looking at other solutions which I will discuss in class on Thursday.
