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Windows and .Net Security Tools
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Windows User and Group Management

=y Computer Management

REx]

& || X

Q File  Action Mew ‘Window Help

3 &2

=l=| x|

Q Compuker Management (Local)
- m Syskem Tools
+ Event Yiewer
+ Shared Folders
- E Local Users and Groups
(C Users
23 Groups
& Performance Logs and Alerts
7 Device Manager
] S Storage
+ Removable Storage
Disk Defragmenter
Disk Management
+ @ Services and Applications

( 1l )

| Marne Description |
@Administrators Administrators have complete and unrestricked access to the computer/domain
@Backup Operators Backup Operators can override security restrictions For the sole purpose of L.,

Network Configuration ...

Guests have the same access as members of the Users group by default, ex...
fMembers in this group can have some administrative privileges ko manage co...

@Power Users Pawer Users possess most administrative powers with some restrictions, Th.., |
Remote Desktop Users fMembers in this group are granted the right to logon remoteky
S Replicator Supports File replication in a domain

Users

@ Debugger Users
@ HelpServicesGraup
@ W5 Developers

Users are prevented from making accidental or inkentional system-wide chan. ..
Debugger Users are non administrators who are allowed to use Wisual Studio. ..
Group For the Help and Support Center

Wisual Studio developers can author web sites on this compuker

Power Users Properties

General

‘g Power Users

Description: Power Users possess most administrative powers with s

Members:

Test

[ QK l [ Cancel




Windows Local Policy Management

59 Local Security Settings

==X

@&

File  Action iew Help

FB @

E]

T

Security Settings
8 account Palicies
+-[_& Password Palicy

+-({8 Account Lackaut Policy Back up files and directories

Z8 Lacal Policies
8 audit Palicy

(28 user Rights Assignmen | )
Create a pagefile

[Z8 security Options
(23 Public Key Policies

(2] software Restriction Policie Bl Create global objects

,g IF Security Policies on Loca

| Palicy | Security Setting | [A]
Adjust memory quokas For a process LOCAL SERVICE,ME...
nllew logon through Terminal Services Administrators, Rem. ..
Administrators, Back...
Bypass traverse checking Everyone, Administr..,
Change the syskem time Adrinistrators, Pow, ..
Administratars
Create a koken object
Administrators, INTE...
| Create permanent shared objects
Eﬂ Debug programs Administrators
Eﬂ Deny access to khis computer From the nebwork, SUPPORT_3668945a...
Deny logon as a batch job 3
Deny logon as a service
Deny logon locally SUPPORT_388945a...
Deny logon through Terminal Services ASPMET
Enable computer and user accounts to be trusted for dele...
Force shubdown from a remoke system Adrministrators
| Generate security audits LAl SERVICE,ME. ..
personate a client after authentication ASPRHET, Adrministrat, ..
Increase scheduling priority Administrators
Load and unload device drive =
B]Lock pages in memory Impersonate a client after authenti.
Log on as a batch job
Log on as a service Local Securty Setting |
Log on locally
[¥]Manage audting and security Impersonate a client after authentication
Modify firrmware environment
[ )] Perform volumne maintenance = [v]

Administrators
ASPMNET
SERVICE

*5-1-5-21-3950304298-2130723577-5754225-1003

Add User or Group. ..

] [ Remove

OK l [ Cancel




Access Control for Secured Objects

€ Help and Support Center

BEX

@Back - i
ST i permissions |3

Set search opti

Search only Protecting your PC: security basics

[ ] search within previous resulks

Search Results Tips

15 results Found For wiew permis. ..

Suggested Topics (0 results)

Full-text Search Matches (15 results)

A~
1. Glossary
2. Schtasks
3. Access control owerview
4, Bookcfg
5. Set, wisw, change, or remaove special
permissions For Files and folders
6. Set, visw, change, or remove file and
fFolder permissions
7. Permissions A
8. Sebor remove permissions for a prinker i
9. Changing inherited permissions
10,  File and Folder permissions
11.  Wiew effective permissions for files and
folders
12, Effective permissions
13, Accessing Windows 2000 Server Help
remately
14, Ewenttriggers
15, Setting permissions [v]

Microsoft Knowledge Base (0 resulks)

a 0 P .
<t ’ . .
_b U Indesx &_\E’ Favorites J Histary m Support .JI Cptions

@ Help and Support Center

ional

“_T;i%‘ndd to Favorites @ Change Wiegw Print. .. 5 Locate in Contents

My
Access control overview Mg
Access control is the process of autharizing users, groups, and

computers to access objects on the network, Key concepts that make
up access control are:

Permissions

Permissions define the type of access granted to a user or group for
an object or object property. For example, the Finance group can be
granted Read and write permissions for the file paprofl.dat.

Permissions are applied to any secured objects such as files, Active
directory objects, or registry objects, Permissions can be granted to
any user, group, or cormputer, It is a good practice to assign to
groups,

You can assign permissions for objects to;
& Groups, users, and special identities in the dormain.
» Groups and users in that domain and any trusted domains,

# Local groups and users on the computer where the object
resides.

The permissions attached to an object depend on the type of object.
For example, the permissions that can be attached to a file are
different frorm those that can be attached to a registry key. Some
permissions, however, are common to most types of objects, These
CcOMMMon PEFMissions are:

& Read permissions
« Modify permissions
» Change owner

» Delete

when you set up permissions, you specify the level of access for
groups and users, For example, you can let one user read the

contents of a file, let another user make changes to the file, and
Fy | PSS Ny £ H N | PR |




Access Control for Secured Objects

€ Help and Support Center

BEX

@ Back - ? |
ST i permissions |3

Set search opti

Search only Protecting your PC: security basics

[ ] search within previous resulks

Search Results Tips

15 results Found For wiew permis. ..

Suggested Topics (0 results)

Full-text Search Matches (15 results)

A~
1. Glossary
2. Schtasks
3. Access control owerview
4, Bookcfg
5. Set, wisw, change, or remaove special
permissions For Files and folders
6. Set, visw, change, or remove file and
fFolder permissions
7. Permissions A
8. Sebor remove permissions for a prinker i
9. Changing inherited permissions
10,  File and Folder permissions
11.  Wiew effective permissions for files and
folders
12, Effective permissions
13, Accessing Windows 2000 Server Help
remately
14, Ewenttriggers
15, Setting permissions [v]

Microsoft Knowledge Base (0 resulks)

a n ¢ X
;s ’ . .
_b U Indesx &_\E’ Favorites J Histary m Support ._,d] Cptions

@ Help and Support Center

L innal
‘ff? Add to Favarites @ Change Wiegw _ Print... 5 Locate in Contents
s
My
Security identifiers Mg
Security identifiers (SIDs) are nurneric values that identify a user or
group, For each access control entry (ACE), there exists a SID that
identifies the user or group for whorn access is allowed, denied, or
audited,
Well-known security identifiers { special identities)
Well-known 3
SID Description
Anonymous & user who has connected to the computer without
Logon supplying a user name and password.
(5-1-5-7)
Authenticated  Includes all users and computers whose identities
Users have been authenticated, Authenticated Users does
(5-1-5-11) not include Guest even if the Guest account has a
password,
Batch Includes all users who have logged on through a
{5-1-5-3) batch queue facility such as task scheduler jobs,
Creator A placeholder in an inheritable access control entry
Cwner {ACE), When the ACE is inherited, the system
(5-1-3-0) replaces this SID with the SID for the object's
current owner,
Creator Group A placeholder in an inheritable ACE. When the ACE
(5-1-3-1) is inherited, the system replaces this SID with the
SID for the primary group of the object's current
amner,
Dialup Includes all users who are logged on to the system
(5-1-5-1) through a dial-up connection.
Everyone On computers running windows XP Professional,
(s-1-1-0) Everyone includes authenticated Users and Guest,
On computers running earlier versions of the
operating systern, Everyone includes Authenticated
Users and Guest plus Anonymous Logon, e




Access Control for Secured Objects

CSE686\code\Data

File Edit View Favorites Tools Help 1',

rdDemos\CommandWizard

: e Back - \_) l.ﬁ: /_“ Search H\_" Folders '
i AddFESS|b C:\SU\CSER86\code\DatawizardDemos\Commandwizard v Go
Folders X Name Size  Type Date Modified
vti_cnf File Folder 12/19/2005 1:17...
d vt
= E'g € S0 vt vt File Folder 12/19/2005 1:17...
AccessProjects _vti_script File Folder 12/19/2005 1:17...
(2 ADOConsoleDB _vti_bt File Folder 12/19/2005 1:17...
[ ADOexamples =) App_Code File Folder 7/8/2006 8:46 PM
[ ADOTools D) bin File Folder 7/8/2006 8:46 PM
=) ADOxmIDemo B Command.aspx 2 KB ASP.NET Server ... 7/10/2006 9:33 ...

) ApplicationwalkThrough #] Command.aspx.cs S KB Visual C# Sourc... 7/9/2006 12:12 ...
= AspApps B Command.aspx.resx 7 KB .NET Managed R... 7/13/2005 11:29...
3 AspBasics [ commandwizard.sin 2 KB Microsoft Visual ... 7/8/2006 9:03 PM

| CommandWizard.suo 15 KB Visual Studio Sol... 7/11/2006 5:41 ...

& AspControls

£ AspBxamples 4] Global.asax 1KB ASP.NET Server ... 7/8/2006 8:46 PM
) AspletExamples Global.asax.resx 2KB

) ASPSWProductsDB
I AspvisualStudioProject
I BasicHttp
) BasicSQLapp
I browser
I calcWebService
) commandLine
I3 Conversions
I Copy of xmlApps
[0 DataBaseApps
= [ DataBaseProject
I3 DBProject
= [) DataWizardDemos
= 5 commandwizard
1= _vti_enf
3 _vti_pvt
1 _vti_script
& _vti_txt
I App_Code
=3 bin
I ConnectionWizard

5 Tablewizard Pemissions for Administrators Allow Dery
I DBMgr_WaorkInProgress Full Contral O
I delegateDemos Modify J
I3 DotNetSecurity05 Read & B " O
[0 EventExamples
I3 FileTransfer Read I:l
I FileXferWebService Write l:l

15 firstHTML Special Permissions

=N AP (PR RPN

CoverSheet.doc Properties

CoverSheet.doc 25 KB

B screenshot.doc 112 KB
[58 web.config 5 KB

General | Security | Custom | Summary |

Microsoft Word ... 7/8/2006 9:02 PM

JNET Managed R... 1/30/2002 1:04 ...
Microsoft Word Document[2006 9:36 ...

XML Configurati...  7/8/2006 8:46 PM

Group or user names:

m Administrators
!ﬁ Evernyone

UMBIANAdministrators)

For special permissions or for advanced settings,

click Advanced.

OK ] [ Cancel ] Apph,




Access Control for Secured Objects

. Registry Editor
File Edit View Favorites Help

=30 SOFTWARE Name Type Data
(21 Adobe 28] (Default) REG_SZ {value not set)
= AFPL Ghostscript GS?DLL REG_SZ C:\Program Files\gs\gs8.53\bin\gsdll32.dlI
a EbjGS_LIE REG_SZ C:\Program Files\gs\gs8.53\lib; C:\Program Fi...
(21 America Online
(21 Apple Computer, Inc.
[0 aso
(22 Borland
(22 Broadcom
0 cozfisy
{12 Cakewalk Music Software
22 coos
{12 Classes
(23 clients
(22 corel
(22 creative Tech
(22 Crystal Decisions
(22 cyberLink
£ Debug Permissions for 8.53
(22 Dell
(22 Dell Computers oo |
(21 Gemplus SNy |
w1 Gannle
My Computer\HKEY_LOCAL_MACHINE\SOFTWARE\AFPL Ghostscript\8.53

|

€

Group or user names:

UMBIANAdministrator)
ﬂ Administrators {COLUMBIAAdministrators)

€72 CREATOR OWNER —
ﬁ Power Users [COLUMBIAPower Users)
v
R e Y] —
< | &
[ Add ] [ Bemaove ]
Permizssions for Administrator Allow Deny
Full Control O O
Read O O

Special Permissions

For special pemmissions or for advanced settings,

click Advanced.

I Ok l[ Cancel ] Appihy




Access Control for Secured Objects

-

Drawingl.vsd Properties W

General | Security | Cuztom || Summary

Group or user names:

ﬁ Administrators [SYRU 21 2-236Mdminiztratars)

ﬁ James W, Famcett [fawcetti@lad ece. sor edu)

€5 SvSTEM

Add... ] [ Bemove ]
Permizzions for James W, Al Deny

Full Cantral ]
Madify ]
Fiead & Execute ]
Read ]
Write ]
Special Permizzsions

Faor gpecial permiszions or for advanced settings,
click Advanced.

Advanced

(] ] [ Cancel




Access Control for Secured Objects

-

-

Advanced Security Settings for Drawing1.vsd

e

Permniszions | Auditing | Owner | Effective Permissions

Permizzion entries:

To view mare information about Special permizsions, select a permiszion entw, and then click Edit.

Inherited Fram

C:\Documents and Sethingzfaw... :

Type M arne Permizzion
il James "W, Fawcett [fawcetti@ad...  Full Control
Allane SYSTEM Full Control

Al Administrators [STYRUZ212-236M . Full Contral

| add. | Edi.

defined here.

Inkerit from parent the permizsion entries that apply to child objects. Include these with entries explicitly

C:hDocuments and Settingzhfam. .
C:hDocuments and Settingzhfam. .

()4 l [ Cancel
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Access Control for Secured Objects

-

Advanced Security Settings for Drawing1.vsd

e

Fermiszions .-“-‘-.uditing| Owinier |Effective Fermiszions

Y'ou can take ownership of an object if you have the appropriate permizsiong.

Current awner of thiz e
James W, Fawcett [fawcett@ad. ecs zoredu)

Change owner to;

M arne
ﬁé.ﬁ.dministratnrs [5RL 21 2-2 3658 dministrators) |
ﬂ James W, Fawcett [fawcett@ad. ecs. 2o edu)

()4 l [ Cancel
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Access Control for Secured Objects

-

Advanced Security Settings for Drawing1.vsd

-

e

Permissions | Auditing | Owner | Effective Permissions

The following list dizplavs the permissions that would be granted to the selected group or user, bazed on all

relevant pemissions.

Group or uzer name:

James W, Fawcett

Effective permiszionsg:

Full Control

Traverze Folder / Execute File
Lizt Folder / Read Data

Read Attributes

Fead Extended Attributes
Create Files / wiite D ata
Create Falders / Append Data
Wirite Attributes

Wirte Extended Attributes
Delete

Read Permizsions

Change Permizzions

T ake Ownership

Ok

] [ Cancel

¢ Select...

12



.Net Security Administration

% NET Framework 2.0 Configuration

File  Action View Help

= @ m E2

£ Console Roat
=-H9 .NET Framework 2.0 Configuration
SR C vy Computer
Assembly Cache
Configured Assemblies
#=] Remoting Services
=31 Runtime Security Policy
= Enterprise
+-Lgl Code Groups
+ E{El Permission Sets
L Policy Assemblies
-5 Machine
=Ll Code Groups
- All_Code
+.4€» My_Computer_Zane
+-4)» Locallntranet_Zone
¥ Q Internet_zZone
€ Restricted_Zone
+-4€» Trusted_Zone
=] E{El Permission Sets
FullTrust
Skipverification
Execution
Nothing
Locallntranet
Internet
Everything
R Policy Assemblies
- €% User
[ E;l Code Groups
+ E@ Permission Sets
g Policy Assemblies
=4l Trusted Applications
Applications

-.NET Framework 2.0 Configuration
(version 2.0.50727.42)

.NET Framework 2.0 Configuration allows you to configure assemblies,
remoting services, and code access security policy specific to version
2.0 of the .NET Framework.

Mote: This version of the .NET Framework Configuration tool will not
adjust settings for previous or later versions of the .NET Framework. Use
the corresponding configuration tool to adjust settings for those
versions.

Tasks

Manage the Assembly Cache
The assembly cache stores assemblies that are designed to be shared by
several applications. Use the assembly cache to view, add, and remove the
managed components that are installed on this computer.

Managed Configured Assemblies
Configured assemblies are the set of assemblies from the assembly cache that

have an associated set of rules. These rules can determine which version of
the assembly gets loaded and the location used to load the assembly.

Configure Code Access Security Policy
The common language runtime uses code access security to control
applications' access to protected resources. Each application's assemblies are
evaluated and assigned permissions based on factors that include the
assembly's origin and author.

Adjust Remoting Services
Use the Remaoting Services Properties dialog box to adjust communication
channels for all applications on this computer.

Manage Individual Applications
Each application can have its own set of configured assemblies and remaoting
services.

Done

13



.Net Security Administration

% NET Framework 2.0 Configuration

File  Action

View Help

- B@E e FB 2

21 Console Roaot

E% .MET Framework 2.0 Configuration
=42 My Computer

----- Assembly Cache

-[i@ Configured Assemblies
-#3] Remoting Services

-3 Runtime Security Policy
=84 Enterprise

gl Code Groups

-3 Permission Sets
-3 Policy Assemblies
=5 Machine

=0yl Code Groups

=4 All_Code

+-€» My_Computer_Zone
4 Locallntranet_Zone
€ Internet_zone
4 Restricted_Zone
+-€p Trusted_Zone
=-(gl Permission Sets

[® FullTrust

[ skipverification
%] Execution

[ nothing

% Localintranet
[ mternet

[§) Everything

-5l Policy Assemblies
- ¢ User

#-Cg) Code Groups

-3 Permission Sets
-5 Policy Assemblies
{24 Trusted Applications
- (3 Applications

Permission

%] Environment Variables
] File Dialog

%] File 10

] Isolated Storage File
%] Reflection

@ Registry

%] Security

%] User Interface

%] DNS

@ Printing

%] Socket Access
%] Web Access
@ Event Log

@ Performance Counter

%] SQL Client

SQL Client Properties

{ Permission Seffings |

@ Custom Permission - System.Security.Permissions.KeyContainerPermission

@ Custom Permission - System.Security.Permissions.StorePermission
%] Custom Permission - System.Data.OleDb.OleDbPermission

@ Custom Permission - System. Security.Permissions.DataProtectionPermission

(O Grant assemblies no gecess to Microsoft SQL Servers

(%) Grant assemblies unrestricted access to Microsoft SQL Servers

Web Access Properties

(O Grant assemblies access to the following Web sites:

Host | Accept | Connect |

Delete Entry

(® Grant assemblies unrestricted access to Web sites

14




.Net Security Administration

Create Code Group

its use.

Identify the new Code Group

The new code group should have a name and description to help others understand

MName:

(%) Create a new code group

| Demonstrate SpecialCodeGroup

Description:

Show how to create a special code group, endowed with a custom permission set

Create Code Group
Identify the new Code Group

The new code group should have a name and description to help cthers understand
its use

X
a XML File

(® Create a new code group

MName:

| Demanstrate SpecialCodeGroup

Description:

Show how to create a new code group

Create Code Group

Choose a condition type

© Import 3 code group from 3 XML File

The membership condition determines whether or not an assembly meets specific
requirements to get the permissions associated with a code group.

Mext = ][ Cancel ]

Choose the condition type for this code group:

Al Code

Application Directory
GAC

Hash
Publisher

Site
Strong Name
URL

DemonstrateSpecialCodeGroup Proper... E
General | Membership Condtion | Permission Set

Assemblies that meet this code group's membership condition will
receive the permissions in the permission set specified below.

Permission set:
v

The selected permission set has the following permissions

Create Code Group #] Fie Dizlog
Isolated Storage File
Assign a Permission Set to the Code Group @ Securty
Code groups must have an associated permission set. Use an existing onef @ Lser Interface
create a new one. @ Pt
rinting
‘wiould you like to use an existing permission set already defined in this policy
or create a new permission set?
() Use exisiting permission set:
9] a:c\ﬁr::atmn View Permissicn
Nothing
Locallntranst 0K Cancel I
o T T AT
Evenything
< Back ][ Next = ] [ Cancel

15



.Net Security Administration

% NET Framework 2.0 Configuration

File  Action View Help
& - @ @

=3 Runtime Security Policy
= Enterprise
+-Lgl Code Groups
+- [ Permission Sets
g Policy Assemblies
-/ Machine
=Ly Code Groups
--€ All_Code
-4} My_Computer_Zone
¥ 0 Locallntranet_Zone
¥ 9 Internet_Zone
Q Restricted_Zone
+-4» Trusted_Zone
€ DemonstrateSpecialCodeGroup
=] E{El Permission Sets
FullTrust
Skipverification
Execution
Nothing
Locallntranet
Internet
Everything
Q) Policy Assemblies
- €% User
[ E;l Code Groups
= E@ Permission Sets
FullTrust
SkipVerification
Execution
Nothing
Locallntranet
Internet
Everything
g Policy Assemblies
=4 Trusted applications
Applications

| #

£

Assembly Name Public Key
& mscorlib.resources b77a5¢c56
& System b77a5c56
& System.resources b77a5c56
& system.Xml b77a5c56
& System.Xml.resources b77a5c56
& system.Windows.Forms b77a5c56
& System.Windows.Forms.resources b77a5c56
& System.Data h77a5c56
& System.Data.resources b77a5c56
& System.Security bO3f5f7f1
& System.Security.resources b03f5f7f1
& System.Drawing bO3f5f7f1
&, System.Drawing.resources b03f5f7f1
& System.Messaging bO3f5f7f1
&) System.Messaging.resources b03f3f7f1
& System.ServiceProcess bO3f5f7f1
&) System.ServiceProcess.resources bo3fsf7fl
& System.DirectoryServices bO3f5f7f1
&) System.DirectoryServices.resources bo3fsf7fl
& System.Deployment bO3f57f1
& System.Deployment.resources bO3f5f7f1
S k.

16



.Net Security Administration

% NET Framework 2.0 Configuration

File  Action View Help
- BE @

=3 Runtime Security Policy
= Enterprise
+-Lgl Code Groups
+- [ Permission Sets
g Policy Assemblies
-/ Machine
=Ly Code Groups
--€ All_Code
-4} My_Computer_Zone
¥ 0 Locallntranet_Zone
¥ 9 Internet_Zone
Q Restricted_Zone
+-4» Trusted_Zone
€ DemonstrateSpecialCodeGroup
=] E{El Permission Sets
FullTrust
Skipverification
Execution
Nothing
Locallntranet
Internet
Everything
Q) Policy Assemblies
- €% User
[ E;l Code Groups
= E@ Permission Sets
FullTrust
SkipVerification
Execution
Nothing
Locallntranet
Internet
Everything
g Policy Assemblies
=i Trusted applications

| #

Applications

View and configure managed applications previously
configured by this tool.

MNote: The .NET Framework Configuration tool does
not list all managed applications installed on this
computer, nor does it list all managed applications
that have configuration files.

Tasks

Add an Application to Confiqure
Use this task to add a new application to the list of
applications in this tool. Once the application has been
added, you can edit its individual configured
assemblies and remating services.

(3 Applications 3
b

file:///C:/Documents¥a20ande205ettings/Administrator/Local%205ettings/ Temp/1

17



.Net Security Administration

Configure an Application

The list below contains the applications that use the NET Framework and have
previously run on this computer.

Choose the application you would like to configure:

Application Location

If you do not see the application you would like to configure,
click the "Other” button and browse to the application.
Add an Application [E

Lookl_n.l@teslﬁnal Vl Q F £ M~
T anal.exe

B

My Recent
Documerts

‘g File name: || - | [ Open ]

My Network | Files of type: [ Applications [~.exe. “dl) v| [ canca ]

18



.Net Security Administration

% NET Framework 2.0 Configuration

File  Action View Help
& | m=| x EY
Locallntranet -~ -
Internet [ 1
Everything .
Eﬁl Policy Assemblies Location: C:\temp'\testAnal\anal.exe
=@ User This application can have its own configured
+Lgl Code Groups assemblies and remoting services. These settings
--(@l Permission Sets only affect this one application. Use the tasks
FullTrust below to get started.
Skipverification
Execution
Mothing Tasks
Locallntranet View the Application's Properties
Internet Use the application's Properties dialog box to make 0
Everything changes to garbage collection, publisher policy, and
(q Policy Assemblies the private path used to find additional assemblies.
[=4 Trusted Applications View the Assembly Dependencies
= Applications Assembly dependencies are the assemblies that make
e E up the application. These .assemblies can be used to
Assembly Dependencies create configured assemblies.
Configured Assemblies Managed Configured Assemblies
= Remoting Services 3 Configured assemblies are the set of assemhlies from 3
— the asesemhlv rarhe that have an Acenriated et nf —
Done
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.Net Security Administration

% NET Framework 2.0 Configuration

File Action View Help
e~ @2

JC2 console Root
=45 .NET Framework 2.0 Configuration
= E.EJ, My Computer
Assembly Cache
Confiqured Assemblies
#=] Remoting Services
=[5 Runtime Security Policy
+ Enterprise
-1 Machine
+-Lgl Code Groups
+ E{El Permission Sets
L Policy Assemblies
- € User
+-Lgl Code Groups
+ E@ Permission Sets
Q) Policy Assemblies
[=J Trusted Applications
Applications

Assembly Cache

This contains a list of ClickOnce applications that are trusted to run. You
can view a list of the applications and view the permissions for each
application. You can also delete a trust decision for an application.

Tasks

View List of trusted applications
Toggle to the list of trusted applications.

W Show this Help topic by default.
“You can use the View menu to toggle between this Help topic and the
list view.

Dane

20



.Net Click Once Deployment

Publish Wizard

Where do you want to publish the application?

Specify the location to publish this application:
htt ://ocalhost/demoFileHandling/ | Browse...

You may publish the application to a web site, FTP server, or file path.

Examples:
Disk path:  c:\deploy\myapplication
File share:  ‘\\server\myapplication
FTF server: ftp://ftp.microsoft.com/myapplication
Web site: http://wwaw.microsoft.com/myapplication

Mext = ‘ ’ Finish ] [ Cancel

21




.Net Click Once Deployment

Publish Wizard

Will the application be available offline? _

! () Yes, this application is available online or offline

A shortcut will be added to the Start Menu, and the application can be
uninstalled via Add/Remove Programs.

E (%) No, this application is only available online

Mo shortcut will be added to the Start Menu. The application will be run directly
from the publish location.

< Previous ” Mext = H Finish H Cancel

22



.Net Click Once Deployment

rosoft Internet Explorer
Help

FEile Edit View Favorites Tools *

F Qe - © - MA@ Psearch Joraeres @) (- B - )KL
:Aﬂdress@ http: ing
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demoFileHandling

Name:  demoFileHandling
Version: 1.0.0.0
Publisher:

Run

ClickOnce and .NET Frame

C:\Documents and Settings\Adm

Demonstrating Command Line Argunent Handling

Command Line Argument = c:/su/cse686/code/commandline/x.x"
path - c1/su/cse686/code connand Line/
file pattern = x.x

Search path is: c:\sucse686\codescommandline\
Files found on path, matching pattern

ssenhlylnfo.co
ndLineDeno . doc

n 9. 50
dling_TemporaryKey.pfx

un -
ScreenShot.doc
setArgs..doc
US_FTP.LOG

Top few lines of last CH file
U A el id

g <.cs - demonstrate handling of files and command line arguments ///
v s
R (=] L
pes Dell Dimension 8108, Windows 2080 Pro. SP2 s

type a key to quit

4 Llj

€] Done “J Local

| intranet
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